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Today’s Moderator & CITI Program

The Collaborative Institutional Training 

Initiative (CITI Program) is dedicated to 

promoting the public’s trust in the research 

enterprise by providing high quality, peer-

reviewed, web-based educational courses in 

research, ethics, regulatory oversight, 

responsible conduct of research, research 

administration, and other topics pertinent to 

the interests of member organizations and 

individual learners.



Webinar Features

Questions and Answers

• You can submit a question during the presentation 

by selecting “Q&A” icon on the bottom of the screen.

• It opens a separate window where you can type and 

submit questions.

• Questions will be addressed after the presentation.
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exploring new opportunities for adoption 

and growth.
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Learning Objectives

• Understand why researchers should have 
an ORCID iD

• Understand how ORCID can help 
researchers meet…
• The new Research Security expectations
• The new Public Access and Research 

Integrity expectations

• Describe ORCID and author identity 
management
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A few ORCID facts…

● Independent not-for-profit open to 

participation by all

● Registry launched in 2012

● Sustained by fees from our member 

organizations

● Guided by our values and founding principles

● Community-governed by a Board of Directors 

representative of our membership

https://info.orcid.org/what-is-orcid/


ORCID- Open Research and Contributor Identifier -
Provides three main services

The ORCID iD: a unique, persistent identifier free of charge to 
researchers

An ORCID record/digital CV connected to the ORCID iD, that can 
include employment, education, and research output metadata

A set of Application Programming Interfaces (APIs), as well as the 
service and support of communities of practice, that enable 
interoperability between an ORCID record and member 
organizations 



ORCID Record Example



Researchers access all of their research information via their 

unique ORCID profile

Uniquely yours

Name flexibility

More time for research

Control your visibility and 

discovery

Reduced administrative burden

Portable profile data



ORCID is Broadly Used by Researchers Globally

There are ORCID users in 246 countries

That’s every country on the planet apart from, 
● Niue - island nation in Oceania, pop. 2k

● Norfolk Island - Australian island, South Pacific, 
pop. 2k 

● Saint Pierre and Miquelon - French archipelago 
south of Newfoundland, pop. 6k
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Research Security is a relatively new issue…



Research Security

“This memorandum directs action to strengthen 

protections of United States Government-supported 

Research and Development (R&D) against foreign 

government interference and exploitation.”



Research Security

“The open and collaborative nature of the United States 

R&D enterprise underpins America’s innovation, S&T 

leadership, economic competitiveness, and national 

security.”



Research Security

Disclosure

Agencies shall require disclosure,

1. Principal investigators (PIs) and other senior/key personnel seeking or receiving 

Federal R&D funding (i.e., extramural funding);

2. Individuals participating in the process of allocating Federal funding: program officers, 

peer/merit reviewers, and members of advisory panels and committees; and

3. Researchers at Federal agency laboratories and facilities (i.e., intramural researchers, 

whether or not Federally employed), including government owned, contractor-

operated laboratories and facilities.



Research Security

The new disclosure requirements are going to increase the 

amount of administrative workload on researchers… 

So to counter this workload, NSPM-33 gives instruction to the 

federal funding agencies to adopt “digital persistent identifiers” 

and to streamline their reporting - in order to reduce the 

administrative burden on researchers.   
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The significant shift - NSPM-33 Guidance 



The significant shift - NSPM-33 Guidance

Five Key Sections

1. Disclosure Requirements and Standardization

a. Biosketches

b. Current & Pending Support / Other Support

2. Digital Persistent Identifiers (i.e., ORCID)

3. Consequences for Violation of Disclosure Requirements

4. Information Sharing

5. Research Security Programs



NSPM-33 Guidance – DPI Specifics

● Adopt digital persistent identifiers to ease reporting & 

compliance

● Reduce administrative burden 

● Disambiguates one researcher from another

● Researcher controls the content in their record/profile 

● DPI is free to researchers 

● DPI enables interoperability between systems
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NSF Response



NSF Response

Updated & harmonized forms

- Common Biosketch

- Common Current & Pending Support/Other 

Support

New forms will likely go live in 2023.



NSF Response



Data in the ORCID record will Pre-populate many 
fields in the SciENcv forms 



NSF Response

NSF PAPPG

“Individuals are encouraged to obtain an ORCID ID to 

facilitate prepopulation of their biographical sketch in 

SciENcv. Use of an ORCID ID may help reduce the 

administrative burden associated with preparation of 

this section of the proposal.”
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What’s on the horizon…

Public Access & Research Integrity - Nelson Memo



Nelson memo - Section 4



Nelson memo - Timeline

All US government agencies that fund research must,

● Submit their plans for ORCID adoption by Dec 31, 2024

● All agencies update their policies regarding ORCID by Dec 31, 2026

● All agencies must implement ORCID adoption by Dec 31, 2027



What’s on the horizon… G7 Science Ministers

G7 Working Group on Research Security & Integrity

● Working on a tool kit to coordinate efforts across the G7 

● We don’t know if the use of persistent identifiers is in this 
tool kit

● All G7 countries are strong ORCID adopters. 



What’s on the horizon…

Author identity fraud… 

• Issue of research paper mills 

• Mis-using researcher’s names as authors or peer 
reviewers

• ORCID may be part of the solution 

• Potential topic over the next year or two



What’s on the horizon…

One last thing! 

Your ORCID ID can now be added to 
your CITI Program profile.



Summary

• Researchers - please register for an ORCID iD so you can be 
uniquely identified and get credit for your work

• Use your ORCID iD when you publish your research and apply 
for funding

• Employers of researchers - please write data to your 
researcher’s ORCID records so they can spend more of their 
time conducting research and less on administration
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Additional Resources

Register for an ORCID iD

ORCID membership for non-profit organizations

ORCID membership for federal government agencies

https://orcid.org/register
https://orcidus.lyrasis.org/
https://www.osti.gov/pids


Contact

Shawna Sadler - Engagement Manager, Outreach and 

Partnerships

s.sadler@orcid.org



Questions?



Evaluation

Following the webinar, you will 

receive an email with a link to 

an evaluation. 



Future Webinar Information

Make sure to follow us on LinkedIn, 
Facebook, and Twitter for news and  
upcoming webinars and new 
courses.

Subscribe to our YouTube channel 
for demo snippets of past webinars.
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