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WHO SHOULD USE THIS HANDBOOK?

All department planners of the University may use this handbook in preparing emergency action and continuity plans for their department/unit. All other staff and faculty may use this as a guide to assist them in preparing for emergencies. The procedures in this handbook - and the procedures developed through this program - may also be used to guide actions during an emergency and subsequent recovery.

WHAT DEPARTMENT IS RESPONSIBLE FOR

PREPARING EMERGENCY PLANS?

In accordance with The University of Alabama in Huntsville policy, each department/unit should prepare plans and procedures specifically for its own organization. However, the University Emergency Management Coordinator - a member of the Facilities and Operations Administration - is available to assist all departments in the preparation of plans. The Emergency Management Coordinator is also responsible for coordinating all

University-level Emergency Management Planning.

HOW IS THIS HANDBOOK ORGANIZED?

This Emergency Management Planning handbook is divided into sections discussing Preparedness Planning, Response Planning, Recovery Planning, and Mitigation Planning. 
Annex One provides an example of the vulnerability analysis process.  Annex Two includes an example contingency plan.

CONTINUITY OF OPERATIONS (COOP) PLANNING

The University’s official COOP planning tool is the online Charger Ready tool:  https://chargerready.uah.edu.  Departments/units should utilize Charger Ready to prepare, maintain, and update their COOP plans.

COOP planning is conducted prior to an incident or event.  Planning can be done both to support an existing University plan or annex identifying your department as an action agency and solely for your department. Detailed plans include asset inventories to allow maximization of limited resources, reduce response times, and minimize administrative decisions required in emergency and subsequent recovery operations.  
Sound emergency management plans include risk analysis and hazard vulnerability studies, mitigation plans (Action Items) to reduce identified risks and hazards, emergency response/action plans that can quickly be implemented, and short- and long-term recovery plans (COOP) to ensure that mission critical functions are maintained and operations are returned to normal status as soon as possible.

· Plans must be coordinated with all responding or involved departments and agencies.  
· Planning must be integrated at University level through the Emergency Management Coordinator, who will ensure integration with city, county and state plans.  
· Plans must be rehearsed through the use of drills and exercises.  Drills will be conducted at both department/unit and University levels.

· Plans assist, but do not limit, emergency response and emergency operations.
Planning in Support of a University Plan or Annex

When a department is identified in a University plan or annex, the department planner will prepare a departmental supporting plan. The purpose of the supporting plan is to provide sufficient detail for the organization to accomplish the objectives described in the University level plan.

Department Level Emergency Planning

At departmental level, emergency plans should be prepared based upon a risk assessment and vulnerability analysis (example in Annex One). The vulnerability analysis helps identify the most likely threats in order to help planners prioritize their efforts.

A. PREPAREDNESS PLANNING
Preparedness planning is conducted prior to a specific incident or event.  Preparedness planning can be done to support an existing University plan or annex identifying your department as an action agency or solely for your department. 
Preparedness plans must be coordinated with all responding or involved departments and agencies.  Planning must be integrated at University level through the Emergency Management Coordinator, who will ensure integration with city, county and state plans.
These plans should include a complete asset inventory of the department or organization developing the plan, and should list any other assets available or needed from outside departments, organizations, or agencies.  Whenever an outside department, organization, or agency is identified in a plan, that entity must be involved in the planning process in order to ensure accuracy and ensure asset availability during an event.

Preparedness planning also includes a hazard identification and risk analysis.  Departments should identify potential risks and hazards, estimate and rank the likelihood of each affecting operations, and determine what impact each type of event would have.  This impact analysis includes estimating losses (personnel, facilities, equipment, data, knowledge).

Preparedness plans assist, but do not limit, response and operations.  Finally, once the expected event passes, these plans may require updating.

B.  RESPONSE PLANNING

The purpose of response plans, also known as action plans, is to allow the University to quickly and effectively react to an event in order to protect lives, property, and the University’s critical missions of teaching, research/creative activity and service.
Response/action plans include building evacuation, sheltering, and the means by which departmental faculty, staff, and students will be accounted for during and immediately after an emergency event.  Response planning should also include evacuation maps in an appendix.  Response plans should also include provisions for regular training, testing, and exercises.
These response plans are often called Emergency Action Plans (EAP).  Departmental EAPs should be included as annexes to the University-level EMP.
C.  CONTINUITY OF OPERATIONS PLANNING (COOP)
Continuity plans focus on continuing critical functions immediately after an incident, and on long-term plans for re-establishing complete services and functions.  
Continuity plans should include protocols for cost tracking for recovering or recouping extraordinary costs caused by or related to the event or recovery effort.  Insurance companies, federal disaster aid funds, and other disaster reimbursement mechanisms require thorough documentation and justification of expenditures and lost revenue claims.
In order to accomplish its goals, continuity planning consists of a complete series of sequenced steps. This process results in the framework plan which allows the organization to quickly recover critical functions and eventually the complete resumption of all functions.  Charger Ready will guide you through these steps.
D.  MITIGATION PLANNING

Hazard mitigation planning is related to both COOP and emergency preparedness activities.  Mitigation planning is a systematic process for identifying and implementing actions to reduce or eliminate loss of life, property, and function due to natural and man-made disasters.  
Mitigation plans should be updated following any response activity in order to address shortfalls and strengthen resistance to specific events.
E.  THE CONTINUITY OF OPERATIONS PLANNING  PROCESS
The Charger Ready online COOP tool will guide you step-by-step through the planning process.  The tool is presented in an easy-to-use web based interface.  Little advance training is required to utilize Charger Ready; however, understanding the basic principles of COOP planning will be of great benefit to department/unit planners and administration.
There are several key steps involved in the development of a sound COOP plan.  The central focus of COOP should be on continuing and/or recovering critical functions.  In order to do this you must identify and then prioritize each function of your department/unit as they relate to the University’s overall mission.
Critical Functions:  
1. Identify critical functions of the organization to include critical products, services and operations.
Critical functions of your organization are those essential to the continued accomplishment of the University mission of education, research/creative activity, and service. If the failure of your organization to perform a function will result in irrevocable disruption of student education, irrecoverable loss of research data, irrecoverable loss of operational data, or significant financial loss to the University, that would be a critical function.

Determine the critical business functions your organization performs for the University in terms of:
• Products – to include deliverables to customers, such as procedural guides for students/staff/faculty and equipment to University facilities.

• Services – to include support activities such as transportation / housing / feeding students, custodial or maintenance services to research facilities, utility services for University structures and fire protection or emergency services.

• Administrative & Regulatory functions – to include permits or licensing actions, required financial actions, publications or notices.

Identify the customers, volume and frequency of these functions. Determine the result of not accomplishing these functions (Result of Non-Delivery). Note any additional remarks concerning the functions.

2. Prioritize and establish Recovery Time Objectives for critical functions.

Categorize those activities performed by your organization identified in Step One using the following criteria:
• Immediately essential to the critical functions of the University; list these as CRITICAL ACTIVITIES.

• Not immediately essential to University critical functions but recommended to be continued; list these as RECOMMENDED ACTIVITIES.

• Not essential to critical functions of the University that may be temporarily discontinued; list these as NON-ESSENTIAL ACTIVITIES.

Prioritize the activities, with the most essential activity being priority number one.

Identify
• Any other organizations of the University providing the same or similar critical functions.

• Where these organizations are located.

• Which functions they can perform during the disruption of your operations.

Note functions that may be provided by a contractor temporarily during the disruption of your operations (POTENTIAL CONTRACTOR ACTIVITIES). Note the priority of the activity the contractor may provide in brackets.  
The remaining actions will focus on those functions identified as CRITICAL ACTIVITIES – those immediately essential to the critical functions of the University. As time permits, your plan may be expanded to include the other functions (RECOMMENDED and NON-ESSENTIAL); however, initial planning should focus on the CRITICAL ACTIVITIES.

Establish Recovery Time Objectives

For each critical activity (Product, Service or Administrative & Regulatory Action) categorized in Step Two as immediately essential to the critical functions of the University, develop a specific Recovery Time Objective (RTO) which states how soon that function must be resumed. 
For example, one Recovery Time Objective for a cable television service provider may read "Restore service within one hour to 25% of customers; restore service within two hours to 50% of customers; service must be restored within three hours to 100% of customers."  
Develop these Recovery Time Objectives in order using the priority established.

Now, complete Step Three for each Recovery Time Objective.

3. Identify Assets required and any shortfalls for accomplishing each Recovery Time Objective for Critical Functions.
Identify and list all assets required to meet the Recovery Time Objectives prepared in Step Two.  Include the following requirements:
• Personnel

• Work Area

• Equipment and Supplies

• Services

Personnel should be identified by job classification or description of duties, number required to accomplish a specified requirement, location in which they will be required, and remarks (such as special training required, additional duties they may be able to perform, or length required if not continually needed to maintain a critical function). 
Work Area should be described in terms of the type of space required (e.g. classroom, office, shop area, etc), activity to be conducted in the area, number of personnel required to be accommodated in the area, location required (in the most general terms as on campus or off campus; at a specific location if known).

Equipment and Supplies should include location and types of equipment to include computers, telephone lines, and other equipment or supplies required to meet the Recovery Time Objective.  This should not be an exhaustive list of all equipment and supplies necessary to carry out normal operations, but rather a list of essential items that are necessary to continue critical functions.
Services should include such issues as mail and transportation services, warehousing, special requirements such as specific power requirements or water if beyond normal office use, data storage and access and any other special requirements.

Identify resources available.

Identify internal resources your organization can provide to meet the Recovery Time Objectives using the same categories (Personnel, Work Area, Equipment & Supplies, and Services).  
Services could include any services required which can be immediately provided by contractors (e.g. through standing contracts, current contracts).

Identify shortfalls.

Identify the resource requirements that your organization cannot meet which prevent your organization from meeting the Recovery Time Objectives using the same categories (Personnel, Work Area, Equipment & Supplies, and Services).

4. Identify solutions.

Identify possible solutions to overcome or compensate for the shortfalls (Personnel, Work Area, Equipment & Supplies, and Services) identified in Step Six. Determine if manual work-around techniques are possible and applicable.  List the actions required to overcome the shortfalls identified in Step Three and meet the Recovery Time Objectives. 

Example of solution identification:  A university environmental health and safety solution to accomplishing a Recovery Time Objective of establishing emergency response capability may look like this:

If the administrative section is successfully evacuated with one laptop computer, one radio pack-set, the department cellular phone and the department vehicle there are no equipment shortfalls preventing the short-term (6-8 hours) continuation of the emergency response function.  
If the administrative section equipment is not evacuated, a standing agreement is in place with the University Police dispatch center, transportation pool and local fire department.

The administrative section will send one representative to the dispatch center; the center will provide the administrative section representative a desk with telephone and computer; administrative representative will be required to staff that desk and conduct emergency response procedures. The on-call responder will go to the transportation pool and pick up a vehicle to serve as temporary response vehicle; the on-call responder can use that vehicle to pick-up protective equipment from the local fire department per the standing agreement. [A copy of the current standing agreements would be attached to provide more details.]

5. Prepare and distribute the plan.
Once finished with these steps, the core of the continuity plan is completed. Print the plan and action items and distribute within the department/unit, and brief the plan to the department/unit. This process completes the continuity plan development sequence. 
The detailed procedures to meet the Recovery Time Objectives serve as the Business Continuity Plan, allowing the continuation of critical functions and services through an incident.
Describe the procedures to utilize all internal resources to accomplish the Recovery Time Objectives. Where applicable, prepare standing contracts to assist in accomplishing the Recovery Time Objectives. Consider availability of contractors in a major or regional event.

From this process, identify any shortfalls without solutions at your level and detail these for Chief Executive Officer’s consideration or elevation to University level for prioritization and planning.  Workbooks for the planning process can be found on the Facilities & Operations web site under the Emergency Response Planning resources link.

COOP Plan Format
The COOP plan should be developed using the Charger Ready online planning tool:  https://chargerready.uah.edu.  The following items should be addressed in the plan:
•  Situation – describe the situation requiring the response.

•  Recovery Time Objectives assignments – detail the assignment of organizational assets to accomplish specific Recovery Time Objectives.

•  Shortfalls / solutions – describe possible solutions to each identified shortfall with details on how to overcome or compensate for the shortfall (such as implementing standing contracts, requesting mutual aid from another department providing that service).

•  Shortfalls without solutions – describe any identified shortfalls which your organization cannot overcome or compensate for and will require action at University level.

F.  COOP PLANNING:  OTHER CONSIDERATIONS
The continuity plan identifies actions required to completely re-establish all operations. As is true in all plans, not all aspects of the continuity plan will be required in all recovery situations. 
A complete continuity plan will include identification and instructions for salvage, service restoration and mitigation teams. Additionally, an event requiring activation of a COOP plan will probably have been fairly destructive or disruptive. For this reason, a COOP plan should address actions to support employee and employee problems, such as critical stress debriefings and employee assistance programs. The COOP plan must also address cost recovery, insurance, and mitigation issues.

Salvage and Restoration

Identify a salvage team. In a major event requiring activation of a

continuity plan, it is likely significant damage or destruction of facilities

and assets will have been incurred. In order to minimize loss, a salvage team should attempt to recover any usable assets.  Additionally, the salvage team assists in determining the extent of the clean-up and repair necessary to re-occupy a facility, if re-occupation is an option.  Salvage teams should be coordinated through the Emergency Operations Center, and should never act without approval from the University’s Incident Commander.
Identify a service restoration team. The service restoration team ensures those actions critical to restoration of full services are properly accomplished. In the event a facility can be re-occupied, the service restoration team activates standing contracts for facility cleanup or repair. The service restoration team prioritizes establishment of utility, communications, data processing, supply delivery and storage services. Additionally, the service restoration team ensures revenue collection and accounting activities (where applicable) are properly established. In the event a facility cannot be re-occupied, the service restoration team determines what replacement facilities and equipment purchases are required to restore full services. The service restoration will work closely with the University Incident Command System (Finance and Administrative Section) in beginning cost recovery efforts and business continuation insurance claims (if applicable).

Identify a mitigation team. The mitigation team works to capture all

lessons learned during the event and to formulate policies and procedures to minimize or avoid reoccurrence of the incident.

Vulnerability Analysis

The vulnerability analysis is a simple but powerful tool you may use to determine the type of emergency for which your organization should plan and prepare. It is also an important tool in determining which mitigation activities should receive priority.  The steps in preparing a vulnerability analysis follow.
1. List Potential Incidents

The first step in vulnerability analysis is to list potential all-hazards incidents that could impact on your organization. Consider incidents that could occur within your facilities, on the University, in the city or in the county that will effect your organization. In the first column of the vulnerability analysis form, list these types of incidents.
Consider incidents which have previously occurred in the area to include: fire, severe weather, flood, hazardous material spills, transportation accidents, utility outages and criminal acts.
Keep in mind your physical location with regard to flood plains, areas of hazardous material storage or use, transportation routes, pipelines , major power transmission facilities, and laboratories.
Consider the technological systems your organization relies upon to include telecommunications, power, heating and cooling, emergency notification or security systems, and computer networks.  If human error can result in emergency incidents consider the level of employee training, readiness, and maintenance of equipment.  
Consider the physical construction of the facility, adequacy of lighting and emergency exits, evacuation plans and routes, proximity to shelter, and possible alternate locations to continue operations through and following an incident.
Analysis of all these factors may assist you in determining the type of incidents your organization could face.
2. Estimate Probability

In the probability column, rate the likelihood of each incident occurring. This is a subjective consideration, but useful nonetheless.
3. Assess Potential Human Impact

Analyze the potential human impact on your organization of each incident - the possibility of your personnel being killed, injured or rendered ineffective by each type of emergency. Also consider if personnel will be available to respond to work in the event the incident is wide ranging.
4. Assess Potential Property Impact

Consider the potential losses and damages caused by each incident, and the impact on your organization. Consider the cost to repair or replace equipment, and the availability of such equipment.

5. Assess the Potential Business Impact

Determine the potential impact of each incident on your operations. How difficult will it be for your operations to continue through such an event? Consider the availability of alternate locations, work space and support for your business functions, and the cost to establish temporary operations in the alternate location. Consider the ability of workers to continue to respond to your organization, the impact of interruption of critical supplies or services to your organization, and the interruption of your own product or information distribution.
6. Assess Internal and External Resources

Evaluate the potential resources available to help your organization cope with each incident. Internal resources are those provided from within your parent directorate/department.  External resources are those available from other University organizations or the surrounding community.
7. Add the Columns

Total the scores for each incident. The lower the score, the less impact that emergency should have on your organization and the less vulnerable your operation is to that incident. While a subjective rating, the comparisons can help determine your planning and resource priorities. The highest scoring incidents should be the focus of your initial emergency planning effort.

ANNEX ONE – 

Example Vulnerability Analysis for the Emergency Management Coordinator
(Provided to help explain the procedure for completing a vulnerability analysis. Once you have completed such an analysis for your organization, this example can be discarded.)

Note - this example is not comprehensive, it serves a sample only.
First, I list incidents I believe could impact directly on my office.

Building fire and tornado/severe weather are the primary threats.  Given the location of the office near a railway and near a surface runoff waterway flooding and hazardous material spill by bulk conveyance are considered threats.  
Next, I estimate the probability of incidents. Given historical experience and predictions, severe storms are most likely followed by long term power outages and water damage from flooding. Terrorist attacks are least likely.

Then I assess impact to humans as a result of those incidents. Due to office location, fire is most dangerous followed by terrorist attack (such as a bomb). Severe storm is next most dangerous and power or water incidents least dangerous.

I assess the property impact. Fire, terrorist attack and water incidents would most impact this office due to the high likelihood of computer systems being destroyed or lost for immediate use. (Note with the purchase of a lap-top computer providing redundant capability, this vulnerability will be significantly reduced.) Power outage impacts are minimal as structure has a back-up power system.

I assess the business impact. Fire, water damage and storm are rated highest as these would all probably require the office to be evacuated and would require significant recovery efforts. A terrorist type incident would probably require office relocation but would most likely result in assumption of normal office functions by county/city/state/federal agencies - and thus have minimal impact on services usually performed by this office. Finally, power outage impacts are again minimal due to back-up procedures.

I evaluate resources available to assist in an incident. I evaluate internal resources, and determine the office and the department are not equipped to deal with the listed types of emergencies – except power outages. As mentioned, with back-up generation systems the facility is fairly well prepared for those types of emergencies. External resources, to include alternate locations for emergency management, are readily available for most emergency situations.  The water damage scenario could result in the greatest impact due to the time required to restore operations and the less urgent need to seek alternate sites for establishing operations in such an event. 

Finally, I add the columns and determine which incident my office is most vulnerable to and which I should prioritize for planning purposes. In the example provided, I determine my office is most vulnerable to a fire incident, followed by accidental flooding or severe storm.

This concludes an example vulnerability analysis for the Emergency Management Coordinator.

Example Vulnerability Analysis
	TYPE OF EMERGENCY
	PROBABILITY
	HUMAN IMPACT
	PROPERTY IMPACT
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	EXTERNAL RESOURCES
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	High    Low

  5     -    1
	High Impact      5     -     1       Low Impact
	Weak Resources   - Strong Resources                                                                 5                              -              1    
	


Lower Score = Less Vulnerability

Example Vulnerability Analysis
	TYPE OF EMERGENCY
	PROBABILITY
	HUMAN IMPACT
	PROPERTY IMPACT
	BUSINESS IMPACT
	INTERNAL RESOURCES
	EXTERNAL RESOURCES
	TOTAL

	Fire
	2
	3
	5
	4
	4
	1
	19

	Pipe Burst/Accidental Flooding
	2
	1
	4
	3
	4
	3
	17

	Severe Storm
	3
	3
	3
	3
	4
	1
	17

	Terrorist Attack
	1
	4
	4
	1
	4
	1
	15

	Temporary Power Outage
	1
	1
	12
	1
	2
	1
	7

	Long Term Power Outage
	1
	1
	1
	1
	2
	1
	7

	
	High            Low

  5        -          1
	        High Impact      5        -       1        Low Impact
	Weak Resources     -  Strong Resources

                 5              -                    1
	


Contingency Plan Format

Specific contingency plans should be included as annexes to your overall COOP plan.  

Format:  ANNEX Alphanumeric Designation: TITLE

For example, an annex dealing with a flood issue might have an alphanumeric designation beginning with a C, followed by a number. It will have a title as well. Possible annexes could include "Annex C-1: Bikini Lake Flood on West Campus" and "Annex C-2: Drainage Creek Flood on South Campus."

A. SITUATION

This paragraph would include a brief description of the situation addressed in the annex, followed by the desired outcome of the annex. For example, the situation paragraph for a fire annex may read "A structure fire has occurred in an occupied residence hall. The desired outcome of this annex is to ensure the safety of personnel, provide timely response by emergency services to the fire, and minimize disruption of operations."

B. CONCEPT

1. Assumptions:

This section explains the planning assumptions guiding the Annex. Assumptions establish those conditions the annex is designed to address and thus limit the scope of the annex. Assumptions may include current Mode of Huntsville/Madison County  Multiple Agency Coordinating System and the University, the amount of time available prior to actual incident, and the expected magnitude of the event.
2. Actions Required:

This section will state as simply as possible the actions required to reach the desired outcome.

3. Incident Command:

This section will state which organization is expected to provide initial Incident Commander, and expected location of initial Incident Command Post.

C. UAHUNTSVILLE ORGANIZATIONS RESPONSIBILITIES

This section will list in alphabetical order all University agencies/departments involved in executing the annex with detailed responsibilities and tasks required to achieve the desired outcome.
D. ASSISTING AGENCIES RESPONSIBILITIES

This section will list in alphabetical order all agencies/departments from outside the University expected to be involved in executing the plan. When possible the paragraph will prioritize support from, rather than assign tasks to, subject agencies. This paragraph will also note any special coordination instructions for dealing with agencies from outside the University, such as a requirement for all requests for assistance from external agencies to be coordinated through the Incident Commander or the University Emergency Operations Center.

NOTE:  For items C & D above, inclusion of agencies/organizations outside of your organization must be coordinated with and receive input from those agencies’ emergency planners.  This includes UAHuntsville departments/agencies, local emergency response organizations, private industry, and volunteer organizations.
E. SPECIAL ISSUES/CONCERNS/INSTRUCTIONS

This paragraph will explain any special instructions, such as who is required to authorize action in the annex. This paragraph can also cross-reference other annexes which may be triggered by the event, to include Huntsville / Madison County Emergency Operations Plan annexes.
APPENDICES

This paragraph lists appendices to the annex. Appendices usually include documents or graphical information which support an annex such as ICS Organization Charts, maps, or other pertinent Standard Operating Procedures.

Example of a University Level Contingency Plan

ANNEX D-2 Year 2000 Emergency Services
UAHUNTSVILLE CONTINGENCY PLAN:

SUBJECT YEAR 2000 EMERGENCY SERVICES 4/1999 

A. SITUATION

Possible computer problems cause disruption of public services/public safety services during the January first, year two thousand (12/31/1999-1/1/2000) timeframe. These Year 2000 problems are commonly referred to as Y2K.

The desired outcome of this contingency plan is to minimize disruption of services on the University during that timeframe.

As of 12/11/1998, the following information has been provided:

- Huntsville Utilities states power will not be significantly disrupted. Sufficient resources will be available to provide 90 days of power capable of meeting 90% of the Huntsville and surrounding area power requirements.

- Telecommunication services and BellSouth states phone service will not be significantly disrupted, and the 9-1-1 systems will remain fully operational.

Situation updates will be provided as organizational planning continues and further information becomes available. Written updates to this Contingency Plan will be prepared in 6/1999 and 10/1999. Y2K issues continue to be discussed at monthly Huntsville Madison County Multiple Agency Coordinating System meetings, University

Emergency Management Operations Group meetings, and other sessions.

B. CONCEPT

1. Assumptions:

a. The University will not be in session.

b. Huntsville / Madiosn County Emergency Management Agency will be on standby during this timeframe and will activate their Emergency Operations Center (EOC).

c. Possible disruptions include power outages, delayed deliveries of fuel and other staples, and disruption of commercial communications systems (such as computer networks).

d. The magnitude of potential disruptions will be more clear as 1999 progresses due to numerous interim dates prior to 1/1/2000 which will cause similar problems; this contingency plan will be updated as those dates are passed and specific problems identified.

2. Actions Required:

a. Maintain law and order on the University.

b. Be prepared to activate the University Emergency Operations Center from 2 PM September 8th, 1999 through 8 AM September 10th, 1999; be prepared to run University Emergency Operations Center as required.

c. Activate the University Emergency Operations Center from 2 PM December 30th, 1999 through 8 AM January 1st, 2000; be prepared to run University Emergency Operations Center as required.

d. Be prepared to transport critical administrative and services personnel for UAHuntsville 12/30/99-1/2/2000.

e. Be prepared to provide shelter and services on campus for emergency services and critical personnel during subject timeframe as required.

f. Be prepared to provide shelter to displaced students, city and county populace during subject timeframe as required.

3. Incident Command:

UAHuntsville Police Department may exercise Incident Command initially for any incidents on campus other than fire; Huntsville Fire Department will exercise command for any fire incidents on campus; command for off-campus incidents will be per city and county standard operating guidelines. University assets responding to support off-campus incidents will be instructed on command structure by the University Emergency Operations Center.
C. UAHUNTSVILLE ORGANIZATIONS RESPONSIBILITIES

1. Athletics

Be prepared to support shelter operations conducted on the University, to include use of Spragins Hall.

2. Communications 

Support University Emergency Operations Center operations.
3. Environmental Health and Safety

Support University Emergency Operations Center; provide Emergency Management Coordinator as Liaison Officer to Huntsville / Madison County Emergency Management Agency as required to manage University Emergency Operations Center.

4. Bevill Center

Be prepared to serve as shelter facility as required.

5. Facilities Management

a. Be prepared to maintain critical operations using back-up generators.
b. Be prepared to support shelter operations as required.

c. Support University Emergency Operations Center as required.

d. Coordinate tests of alternate generators, especially UAHuntsville Facilities and Operations and Police Department back-up generators, prior to 10/99. Ensure alternate generators are fully fueled and ready for operations by 12/15/99.

e. Assist in identifying sprinkler systems in buildings which may be unoccupied / unheated during subject time frame and if feasible to limit potential damage, disable such systems prior to subject timeframe.

f. Be prepared for additional workload during subject timeframe on Service Desk.

6. Housing

a. Be prepared to support shelter operations as required.

b. Be prepared to consolidate students remaining on the University during subject time frame into specific residence halls to maximize potential shelter space.

c. Be prepared to provide shelter, food, and (limited) laundry services to emergency services personnel billeted on the University.

d. Support University Emergency Operations Center.

7. Public Affairs
Support University Emergency Operations Center.

8. UAHuntsville Police Department

a. Support University Emergency Operations Center, be prepared to provide Incident Commander (IC) throughout subject timeframe.

b. Continue regular operations through subject timeframe; be prepared to support Huntsville city and Madison county in accordance with standard operating procedures.

c. Be prepared to provide escort units to support critical personnel shuttle service.

9. Policy Group

Be prepared to present further contingency plans to the President or by 8/99 as required. Based on further analysis and observation of problems or disruptions during 1999 and if warranted be prepared to discuss delayed start of full University operations in 2000.
10. University Fitness Center
Be prepared to support shelter operations as required.

11. University Center

a. Be prepared to support shelter operations as required to include food services.

b. Be prepared to provide space for emergency staff functions such as asset management, staging, or briefing areas as required.

D. ASSISTING AGENCIES RESPONSIBILITIES

1. Huntsville Fire Department

Continue to respond to fire calls on the University, with priority to occupied residence halls or shelters, other occupied dwellings, utility systems structures, occupied administrative structures, all other structures.

2. Huntsville/Madison County Emergency Management Agency
Maintain communications with UAHuntsville Police Department throughout timeframe.

3. Huntsville Police Department

Continue to support UAHuntsville Police Department in accordance with standard operating procedures.

4. Red Cross

If shelters for city or county populace are required on the University, Red Cross will provide a liaison toUniversity Emergency Operations Center and a liaison to University Housing.

5. State Office of Emergency Management

If the state Emergency Operations Center is operational during the subject timeframe, it may provide additional information, services or guidance. The state may also require reports or information.
E. SPECIAL ISSUES/CONCERNS/INSTRUCTIONS

1. Priority of response to emergency calls on the University will be to life threatening calls first. Priority of support to city and county requests will be determined by University Emergency Operations Center / Incident Commander. The staffing level of University Emergency Operations Center will be determined prior to activation.

APPENDICES

None at this time.

UAHuntsville Contingency Plan - Y2K Emergency Services 6/16/1999

Prepared by: 

Emergency Management Coordinator

ADMIN NOTES

Prepared 2/17/1999 by xxxxxxxxxx, Emergency Management Coordinator

Environmental Health and Safety, Facilities and Operations
University of Alabama in Huntsville
Draft staffed with UAHuntsville Emergency Management Operations Group.

No non-concurs noted; no concur with comments noted.

2/17/1999 version to be updated in writing 6/1999 and 10/1999.
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